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Key FindingsSuccesses in 
Implementation

Opportunities to Support 
Ongoing Implementation 

Universities  University Attendees

Most significant pillar of the Guidelines 
(by investment, ranked by universities)

Have overarching 
framework documents, 
policies, and procedures 
to mitigate foreign 
interference – other 
universities embedded 
such risk mitigation into 
existing mechanisms.

Many universities have reported 
an uplift in risk management 
frameworks and development 
of supporting in‑house 
guidance materials.

Additional guidance materials and 
due diligence tools co‑designed 
by government and universities.

Many universities cited the 
Guidelines as a driver of increased 
collaboration and communication 
with other universities. 

Increased engagement from 
government with practitioner‑level 
university staff.

A roadmap that outlines all national 
security legislation that applies 
to the university sector, including 
contact points within government.

The Guidelines have increased 
awareness of the importance 
of cybersecurity in the 
university sector.

Further specific advice from 
government on the evolving risk 
environment.

Participate in sharing 
resources and best 
practice with sector 
or government.

Provide communications 
or training to university 
staff on the risks of 
foreign interference.

Use threat modelling 
to mitigate cyber risks. 
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The Guidelines have provided an invaluable 
roadmap to implementing a coordinated approach 
to the challenge of countering foreign interference.
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