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Task Card
For Authorised Access delegates Managing Access to the Inclusion Support Portal
Who will need this task card?
The Inclusion Support Portal (IS Portal) is a web-based application that manages all early childhood education and care services’ (ECEC) interactions with the Inclusion Support Program (ISP).
This task card is intended for service provider Authorised Access Delegates. It contains instructions to assist Authorised Access Delegates to manage who has access to the Inclusion Support Portal for the service. 
What is this task card for?
This Task Card provides information and a step-by-step guide to support Authorised Access Delegates to manage access to the Inclusion Support Portal.
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[bookmark: _Toc172892842][bookmark: _Toc173500999]About the Role
Authorised Access Delegates are responsible for reviewing and approving new users access requests, updating users access, removing access if a user leaves the service and suspending access if a user goes on long term leave. Authorised Access Delegates can also submit an access request for a new user.
[bookmark: _Toc128412358][bookmark: _Toc172893994][bookmark: _Toc126923147][bookmark: _Toc126923158][bookmark: _Toc126923317][bookmark: _Logging_into_the][bookmark: _Toc173501000]Logging into the IS Portal
Authorised Access Delegates must be logged into the IS Portal in the role of Authorised Access Delegate to manage who has access to the Inclusion Support Portal for the service. 
the IS Portal can then be accessed via:
Login | PRODA - https://proda.humanservices.gov.au/prodalogin/pages/public/login.jsf
 
Login to your PRODA account and select the Inclusion Support Portal tile:
[image: Image of the "Inclusion Support Portal Tile' as seen when logging into PRODA. ]
When your identity is verified, the ‘Portal entry point’ page is displayed.
	
	
	



	
	
	



[image: Image of the 'Portal entry point' screen when logging into the IS Portal.]
1. Select your employer from the Provider name dropdown list. 
[image: Image of the 'Portal entry point' screen when logging into the IS Portal. The 'Provider name' dropdown is highlighted.]
Using the Role dropdown option, Select the role of Authorised Access Delegate. 
At Role select Authorised Access Delegate.
[image: Image of the 'Portal entry point' screen when logging into the IS Portal. The 'Role' dropdown is highlighted.]
 Click Continue.
[image: Image of the 'Portal entry point' screen when logging into the IS Portal. The Continue button is highlighted.]
The Identity Manager (IDM) 'Access requests' page is displayed. 
[image: Image of the Access Requests page. Options of how to return to the Access Requests page are indicated.]
[bookmark: _Finding_a_user]To return to this page from within IDM, choose Portal access requests from the main menu or Access requests from the organisation panel.
[bookmark: _Hlk173402895][bookmark: _Toc173501001]Finding a user who has been granted access
1. When logged in to the IS Portal in the role of Authorised Access Delegate, Select User access list.
[image: Image of the 'Access request' screen. The user Access List  option is highlighted.]
On the User Access list page, Select All active users as the status from Selected Status dropdown list.
[image: Image of the 'User Access list' screen. The selected status  option is highlighted.]
3. Find the relevant user in the list and click Select.
[image: Image of the 'User access list' screen. The user Access List  option is highlighted.]
The View employee details page for the selected user is displayed. The user roles they have been approved for are identified.
[image: Image of the preceding text.]
[bookmark: _Toc173501002]Requesting access for a new user	
Authorised Access Delegates can submit an access request for a new user on their behalf. 
• To request additional access for an existing user,  refer to the Updating access on pages 11-13.
1. When logged in to the IS Portal in the role of Authorised Access Delegate, click New user request on the Access requests page.
	
	
	



	
	
	



[image: Image of the 'Access requests' screen. The new user request button is highlighted.]
1. Click I’m ready to request access.
[image: Image of the create/update my access page. The ' I am ready to request access' button is highlighted.]
On the User details access request page, enter the users details. The Provider details will be prepopulated.
[image: Image of the 'User details access request' page. The employee details and provider details sections can be seen.]
First name — May contain letters, numbers, hyphens, spaces and apostrophes. 
Last name — May contain letters, numbers, hyphens, spaces and apostrophes. 
Email — Must be a valid email address for the user. A confirmation email will be sent to the user to validate and link it to their PRODA account before the request can be approved.
Work phone number – Must contain numerals only, 10 digits e.g. 0212345678
Mobile phone number – This is optional. Must contain numerals only, 10 digits.
1. Select one or more Required User Roles for the user.
Note: Users cannot be approved in both the role of Inclusion Support ECEC User and Inclusion Support ECEC user – SIP only. Choose the most appropriate role.
A person in the role of Authorised Access Delegate can also hold the role  Inclusion Support ECEC User.
[image: Image of the Required user role options.]
Select the I have read and agree to… checkbox in the Acknowledgement section.
IMPORTANT: This is your formal approval of the access request.
[image: Image of the User details access request acknowledgment page. The acknowledgment and agreement statement box is ticked.]
Click Submit.
[image: Image of the User details access request acknowledgment page. The submit button is ticked.]
Click Finish. Refer to the image on the next page.
[image: Image of the finish access request page. the Finish button is highlighted.]
The user will be sent an email to validate their email address. When they click the link in this email  and login to PRODA, the request will be linked to their PRODA account, and the request will be automatically approved.
To view this access request prior to the user responding to the validation email
1. Access the Access Requests page.
1. Select, Requests awaiting user from the Selected Status dropdown list.
1. Locate the relevant user, select view to view the user roles request.
[image: Image of the Access Request page. The selected status is displaying 'Requests awaiting user' The view button is highlighted.]
[bookmark: _Approving_access][bookmark: _Toc173501003]Approving access
The Authorised Access Delegate needs to approve each user access request submitted.
The Selected Status dropdown, on the Access Request page, is automatically set to Pending Requests. A list of pending requests is displayed. 
1. Confirm the Select Status dropdown is displaying Pending requests. If it is not, select it from the dropdown menu options.
[image: Image of the Access requests page. The Selected status is set to Pending requests. The location of the list of pending requests i highlighted.]
Select View, to see the details of a user’s request.
[image: Image of the Access requests page. The Selected status is set to Pending requests and the view button of one request is highlighted.]
The View portal access request page is displayed. Refer to the image on the next page.

[image: Image of the view portal access request page.]
On the View portal access request page, check that the user role requested is correct and appropriate. Make changes, if needed. Then click Approve (or Reject).
[image: Image of the required user roles page. The requested user option is ticked and the approve button is highlighted.] 

[bookmark: _Updating_access][bookmark: _Toc173501004]Updating access
An Authorised Delegate can add new access user roles to an existing user, revoke a user’s access to all roles or reinstate user access roles that have previously been revoked.
1. When logged in to the IS Portal in the role of Authorised Access Delegate, Select User access list.
[image: Image of the Access Request page. The User access list option location is highlighted.]
On the User Access list page, Select All active users as the status from Selected Status dropdown list.
[image: Image of the Access List page. The select status  dropdown is set to All active users.]
3. Find the relevant user in the list and click Select.
[image: Image of the user access list page is displayed. The select access button is highlighted.]
The View employee details page for the selected user is displayed. 
[image: Image of the employee details page.]
1. On the ‘View employee details’ page, individual changes to the user’s roles.  
1. To add or remove individual roles, select (or deselect) roles and click Save. 
	
	
	



	
	
	



[image: Image of the employee details page. An existing user role is shown and an new role is highlighted. The location of the save button is indicated.]
To revoke all access to the organisation, click Revoke access.
[image: Image of the required user roles approval page. The revoke access button is highlighted.]
To reinstate previously revoked access, click Reinstate access.
[image: Image of the required user roles approval page. The reinstate  access button is highlighted.]
[bookmark: _Changing_organisations_or][bookmark: _Toc173501005]Changing organisations or roles
The Provider Portal allows you to exercise access privileges for only one provider and one role at a time. These are selected on the ‘Portal entry point’ page.
If you are a delegate for multiple organisations, or if you serve in different roles, you can return to the Portal entry point and change your provider organisation or role to act in a different capacity.
Access the Portal entry point page: 
If you are logged in as an Authorised Access Delegate,  click Select organisation, at the top of any IDM screen. Refer to the image on the next page.

[image: Image of the access request page with the location of the Select organisation button highlighted,]
If you are logged in as another role, click Change role/Manage access, at the top of any IS Portal homepage.
Image of the CBDC and OSHC homepage
[image: Image of the homepage dashboard as seen by CBDC & OSHC users in the role of Inclusion Support ECEC user]
	
	
	



	
	
	




Image of the FDC homepage dashboard 
[image: Image of the homepage dashboard as seen by FDC users in the role of Inclusion Support ECEC user]
Clicking either one of these links returns you to the ‘Portal entry point’ page.
[image: Image of the Portal entry point’ page]


1. Select the Provider name and Role you want to change to, from the dropdown lists.
[image: Image of the portal entry point page. The location of the provider name and user role options are highlighted.]
Click Continue.
[image: Image of the portal entry point page. The location of the continue button is highlighted.]
If you changed to a non- Authorised Delegate Role, you are taken to the Inclusion Support Portal entry page. Read the conditions of use and click I agree to proceed to the portal.
[image: Image of the IS Portal user agreemetn page. The I Agree button is highlighted.]
[bookmark: _Responding_to_emails][bookmark: _Toc173501006]
Responding to emails
As an Authorised Access Delegate, whenever one of your service provider’s employees requests access to the IS Portal, you will receive an email notifying you of the pending request. 
You can respond to these requests by logging into the portal and following the steps for Approving access on pages 9-10. 
Alternatively, you can take a shortcut to the request, by responding directly from the email:
1. From the opened email, click View Inclusion Support Portal access request.
[image: Image of the email mentioned in the preceding text. The location of the link  to the View Inclusion Support Portal access request is highlighted.]
This opens a browser and takes you to Department of Social Services (DSS) account selection page.
On the Department of Social Services account selection page, select PRODA.
[image: Image of the Department of Social Services (DSS) account selection page. the option of PRODA is highlighted.]
Log into PRODA as described on pages 1 to 3, Logging in to the IS Portal.
Follow the steps outlined on pages 9-10. Approving access.
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Dear {userirstNamel {usertastName],

A user, {requesterFirstiiame} {requesterLastNamel, has requested access to {organisationName} in the Inclusion Support Portal. They have requested the following role(s):

{roles}

As the (delegateRoleTrtie], you can view this access request by clicking the link below.

Link:  View Inclusion Support Portal access request

1fyou experience any technical difficulties, please contact the Inclusion Support Portal Help Desk by email InclusionSupportPortaltelpdesk @€ducation govau
For more information about accessing and using the online portal, read the Inclusion Support Portal User Guide
Please do not reply to this emal as it has been automatically generated.

Kind regards,

Inclusion Support Portal Help Desk
Department of education

Email: InclusionSupportPortalHelpdesk @Education.govay
‘Website:Inclusionsupport.dss. govau/ispportal

The Department of Education; acknowledges the raditonal ownars of country throughout Australa, and thei continuing connection o 1and, sea and community. We pay our respects o them and their cultures, and to eders both past and present.

Note: Tis email and any attachments may contain personal, confdenia o legally privleged informaton (and neither ara waived of lostftis email has been sent t you by mistake). If you are not the intendad recipient, you must not use, disclose, copy or reain . If you have raceived it n rror, please advise by reply email and then delete this emal from your system

and do not reain any copy. Recpients withn the Department of Social Services DSS] should ek assistance from DSS Legal before disseminating ths email o tird paries.
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